The 3 biggest cyber-related concerns continue to be:

- Security breach
- Unauthorized access to financial accounts
- System glitch

Emerging cyber concerns include:

- Hacking into systems used for business operations
- Cyber extortion
- Having the resources to recover from a cyber event

52% of businesses consider it inevitable that they will become a cyber victim.

Only 36% of businesses are concerned about someone deceiving their employees into transferring funds, despite a 2,370% increase in losses from such scams in two years.⁴

Most depend on technology yet most have not taken some basic steps:

- 55% have not completed a cyber risk assessment for their business
- 62% have not written a business continuity plan
- 63% have not assessed the cyber security of vendors with access to their data

50% of businesses do not purchase cyber insurance yet most have not taken some basic steps.

75% say that it is difficult to keep up with the evolving cyber landscape, information and developments.

¹https://www.three.gov/media/two/seven/seven/five/four.aspx
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